VoIP E9-1-1 Deployment Issues Working Group Formation and Preliminary Findings
NENA has formed a fast track Working Group to address and provide guidance on some VoIP E9-1-1 deployment issues that need a national approach – initially ESQK and ESRN assignment methods.  First and foremost, it is recognized as a preliminary matter that full compliance with the NENA Interim Solution (i2) recommended standard may not be completely feasible in initial deployments.  This should not delay initial VoIP E9-1-1 service or delay subsequent efforts and commitments to reach full i2 compliance and wireline equivalent service levels within a reasonable time as i2 capabilities become available.  Second, it is also recognized that additional immediate guidance is needed related to the assignment of ESQKs.  The assignment of ESQKs is central to the provision of VoIP E9-1-1. 
Careful consideration is being given to the advantages and disadvantages of each ESQK assignment option and of what will achieve the best balance to maintain E9-1-1 functionality, transition to full i2 compliance, potential costs and efforts on involved parties, and conservation of numbering resources. It has been preliminarily concluded by the Working Group that the best option for VoIP E9-1-1 deployment is that ESQKs pools be assigned by VPCs across all related VSPs, but likely with options to support certain E9-1-1 / PSAP functionality where utilized.  We expect to further resolve the recommendations and publish a short Technical Information Document (TID) within two weeks.  If possible, we will also include guidance on ESRNs, as a parallel subgroup is working on that issue, as well.
Specifics to date

The i2 solution specifies ESQK pools by VPC by ESZ level ESNs.  For purposes of ESQK assignments, several options have been raised: (1) ESQK pools assigned by VPC across all related VSPs; (2) ESQK pools assigned in VPCs segmented uniquely by VSP; and (3) ESQK pools assigned to VSP. Each of these options has different advantages and disadvantages.  
In option #1, the ESQK shell record would show a CoID of the VPC vendor name, and if the dynamic ALI update process failed, the calltaker would see the VPC vendor info, not the actual VSP name (for access to the 24x7 number of the VSP Operations Center for assistance).  This would add a step for the calltaker, in contacting the 24x7 VPC Operations Center for access to the VSP associated with the call, but this should happen infrequently.  On the other hand, much less work in establishing and maintaining ESQK shell records would result for the public safety entities or their authorized data entry points, as the number of ESQKs involved would be much fewer than if pools per PSAP were assigned by each VSP.  
In option #2, much larger quantities of ESQKs would be needed, but the failure case cited above would provide a shell record CoID specific to the VSP, allowing direct contact between calltaker and VSP ops center.  Equivalently, this would also increase ESQK shell record storage costs in the ALI servers, as well as pose an increased risk of pANI number exhaust in large metropolitan areas.  
In option #3, ESQKs by VSP would also support avoidance of call blockage (and default call handling) due to ESQK pool exhaust by a single VSP call load under mass calling conditions, but bigger VPC pool sizes could also manage this effect.  There is also an issue about what parties are affected if a VSP desires to move their service support between VPC vendors.  It is conjectured that, if ESQK pools are assigned by VSP, little has to change at the VSP, but much change would be required at public safety entities and VPCs.  If assigned by VPC, the situation is reversed.  

